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SSH - aBTOpM3auma nNo Kja4yaMm
OnybnukosaHo muff B C6, 2012-07-07 15:47

OLHMM 13 CaMbiX HadeXHbIX CNocoboB aBToOpM3aLINUKN SBISETCS aBTopu3aums no kawovam. Camo
coboin nogpasymeBaeTCs, YTO NPUBATHbIE KJIIOUYN XPaHATCSA B HafeXXHOM MecTe... Elwe oaHum
NJIlOCOM NCMNONb30BaHNSA aBTOPU3ALIUM NO KJTlOYaM ABISETCSA BO3MOXXHOCTb UCMOJ/Ib30BATHUSA B
CKpunTax.

PaccMoTpuM npuMep HaCTPOMKM aBTopu3auum no kaodam Ha FreeBSD. Co3gaanm rpyny ans
yOaneHHbIX Nosib30BaTeNnen N HenocpenCcTBEHHO Nosib3oBaTens remoteuserl, UCnonab3ys
csoboaHble uid n gid:

test.muff.kiev.ua# pw groupadd -n remoteusers -g 1500
test.muff.kiev.ua# adduser

Username: remoteuserl

Full name: RemoteUserl

Uid (Leave empty for default): 1500

Login group [remoteuserl]: remoteusers

Login group is remoteusers. Invite remoteuserl into other groups? [I:
Login class [default]: russian

Shell (sh csh tcsh nologin) [sh]: tesh

Home directory [/home/remoteuserl]:

Use password-based authentication? [yes]:

Use an empty password? (yes/no) [nol:

Use a random password? (yes/no) [no]:

Enter password:

Enter password again:

Lock out the account after creation? [nol:

Username : remoteuserl

Password ¥k

Full Name : RemoteUserl

vid : 1500

Class : russian

Groups :remoteusers

Home : /home/remoteuserl
Shell : /bin/tcsh

Locked :no

OK? (yes/no): yes

adduser: INFO: Successfully added (remoteuserl) to the user database.
Add another user? (yes/no): no

Goodbye!

lMepekayaemMcd Ha CO34aHHOIo NnoJib3oBaTens:

[test. muff.kiev.ua# su remoteuserl

Tenepb HEMHOro Teopun. Bocnonb3oBaBLNCL KoMaHAo ssh-keygen MoXkHO co3naTb kao4n DSA
nnn RSA, KOTOpPbIMU NOMIb30BaTENN MOFYT ayTeHTUduumpoBaTbcs. CornacHo MaTepuana us
Buknnegun, nmeem Takue ornpeneneHus:

¢ DSA (Digital Signature Algorithm) [1] — anropuT™M C NCMOJIb30BaHUEM OTKPbLITOr0 Kjto4a aas
CO34aHNS dNEKTPOHHON MOo4MNNCKU, HO He N4 wnudpoBaHma (B oTan4dme oT RSA n cxemsl
Inb-Famans). Moonuck co3gaeTcs CEKPETHO, HO MOXXeT BbiTb Ny6NYHO NpoBepeHa. 3To
0O3Ha4vaeT, YTO TOJIbKO OAMH CyObeKT MOXXeT co3aaTb MOAMUCH coobLieHns, Ho Nobon
MOXXET NPOBEPUTb €€ KOPPEKTHOCTb. AJITOPUTM OCHOBAH Ha BbIHNCANTESIbHON C/IOXKHOCTU
B3ATWA JIOrapmgmMoB B KOHEYHbIX MNOJISAX.
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e RSA (bykBeHHas abbpeBunatypa oT hamunun Rivest, Shamir n Adleman) [2] —
KpunTorpauiecknii anropuTMm C OTKPbITBIM KJIIOHOM, OCHOBLIBAIOLLIMIACS Ha
BbIYMC/IMTENIbHON CJIOXKHOCTY 3aZa4yn pakTopmsaunm 60abLLINX LEbIX YNCE.
Kpuntocuctema RSA cTana nepBon CUCTEMOW, MPUrogHON N AN WNHPOBAHMS, U AN
LncgpoBOK Nognuncuy.

Kakum n3 MeTonoB BOCMNOJ/Ib30BaThCA - BbibMpaTb BaM. OA4HAKO CTOMT OTMETUTbL 0COBEHHOCTb
anroputma DSA - gnnHa KtoYa, KOTOPbIN reHepupyeTcs, cocTanseT 1024 6uTta. Mpu nonbiTke
YBENNYNTb pa3Mep KJtova, B OTBET BbiBasinBaeTcsa coobuieHne "DSA keys must be 1024 bits".
OfHako, CTOUT OTMETUTb TOT (haKT, YTO NpPU yBEJIMYEeHUU pa3Mepa KJlo4ya, Bo3pacTtaeT
BOCNPUUMUYUBOCTDb aJITOPUTMOB K onpepaesieHHbIM BuUgaMm atak!

CreHepupyeM KJIloY, MPUHMMas 3Ha4YeHNs Mo yMoa4aHuio (nose passphrase ocTaBisieM NyCcTbiM).

FeHepupoBaHne DSA kJitoYa:
test.muff.kiev.ua% ssh-keygen -t dsa

Generating public/private dsa key pair.Enter file in which to save the key (/hone/re
Irot euser1/.ssh/id _dsa): Created directory '/hone/renoteuserl/.ssh'.Enter passphrase (
enpty for no passphrase): Enter sane passphrase again: Your identification has been sa
ved i n /hone/ renoteuserl/.ssh/id _dsa. Your public key has been saved in /honme/renoteu
ser1l/.ssh/id_dsa. pub. The key fingerprint is:dO:fl:a6:e8:d8:d7:3d: 2f: 90: e6: f8: 78: 75: 8
|d: a4: b9 renpt euser 1 [at] test [dot] muff [dot] kiev [dot] ua

The key's randomart image is:+--[ DSA 1024]----+| . [l .0 || ..0 [l 00

[l .S .+o0]||] + +.+4+0.| .0.+.000 | ...0 Eo || 0. | +

eHepupoBaHue RSA kntova, gnmHon 2048 6uUT:
test.muff.kiev.ua% ssh-keygen -t rsa -b 2048

Generating public/private rsa key pair.Enter file in which to save the key (/hone/re
Irot euser 1/ .ssh/id_rsa): Enter passphrase (enpty for no passphrase): Enter sane passphr
ase agai n: Your identification has been saved in /hone/renoteuserl/.ssh/id_rsa.Your p
lublic key has been saved in /home/renoteuserl/.ssh/id_rsa.pub. The key fingerprint is
1 2b: b2: 56: 42: 1f : a6: dd: b6: 98: cf: 5¢: 17: a0: f5: 01: 70 renot euser 1

[at] test [dot] muff [dot] kiev [dot] ua

The key's randomart image is:+--[ RSA 2048]----+]| ..E [l | o. || .oo00.
| -.=0S o || o+o0. . || .0.4... || .00+... || .. .+ R +

Mocne ncnonb3soBaHMa komaHabl ssh-keygen, 6ynet coszgaHbl napa 13 ny6aM4yHOro n NpMBaTHOro
KJIl04en, NCNoNb3yeMblX AN ayTeHTudumnkaummn. NMpmueaTHbIN KoY coxpaHsaeTcsa B ~/.ssh/id_dsa
(nnn ~/.ssh/id_rsa cooTBeTcTBEHHO), a Nnyb6anyHbIN B ~/.ssh/id_dsa.pub (nnn ~/.ssh/id_rsa.pub
COOTBETCTBEHHO). B uenax 6e3o0nacHOCTM COBETYIO NPMBaTHbIE KJKOYM Cpa3y NepemMeLlaTb B
HaOeXXHoe MeCcTo M yaansaTb UX C cepBepa.

Bkntovyaem aBTopu3saLuto no kaoyam. B dwann /etc/ssh/sshd config BHeceMm Takue CTpoKu:
# PaspewieHue ucnonb3oBaHma RSA kniouyen

# Pa3peLueHMe aBTOpu3auum npm noMmowm KJIloYen

# nyTb K KJIlD4aM, C KOTOPbIMU MO>XHO CO€eAMHATbCA.

lMocne BHecCeHUs usMeHeHUn nepesanyckaem gemMoH sshd:

|test.muff.kiev.ua# sh /etc/rc.d/sshd restart |
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Ons aBTOpPM3aUMM MO KJI0YaM, Ha yAaJleHHOM KOMMbloTepe Ny6ANYHbIA K04 A0/IKeH ObiTb
nomelleH B panin ~/.ssh/authorized_keys . CooTBeTCTBEHO, HEOOX0AMMO 3anncaTb
creHepupoBaHHble knto4n B ~/.ssh/authorized_keys.

Ona DSA:

test.muff.kiev.ua% cd ~/.ssh/
test.muff.kiev.ua% cat id_dsa.pub >> authorized_keys

Ona RSA:

test.muff.kiev.ua% cd ~/.ssh/
test.muff.kiev.ua% cat id_rsa.pub >> authorized_keys

Tenepb ckonupyem I'IpI/IBaTHbII‘/‘I K104 Ha cepBep, C KOTOpPOro 6y,u,eM MoAKOYaTbCS, B AOMALLUHWIA
KaTaJlor noab3oBaTensa n B uenax 6e3onacHoCcTw yaaiainm HpMBaTHbII7I KJ1HO4.

DSA:

test.muff.kiev.ua% cd ~/.ssh/

test.muff.kiev.ua% scp id_dsa remoteuserl [at] server [dot] muff [dot] kiev [dot]
ua:/home/remoteuserl/.ssh/

test.muff.kiev.ua% rm id=dsa

RSA:

test.muff.kiev.ua% cd ~/.ssh/

test.muff.kiev.ua% scp id_rsa remoteuserl [at] server [dot] muff [dot] kiev [dot]
ua:/home/remoteuserl/.ssh/

test.muff.kiev.ua% rm id_rsa

Ha 3ToM HaCTpOIZKa aBTOpM3aLILMKM NO KoYaM 3aKaH4YMBaeTCA. [biTaeMcs 3a/I0rMHNTLCA:

server.muff.kiev.ua% ssh test.muff.kiev.ua
test.muff.kiev.ua%

Bce paboTaeT, aBTOpM3auMio He 3anpalinBaeT. 3TO B c/iydae, ecam bygete KOHHEKTUTLCA ¢ Unix
-CUCTEMBI.

Ecnum xxe nonbiTaTbCs NOAKAOUYNTLCA ¢ Windows-CnCTEMBI, UCMONb3ya Kak ssh-knneHTa ytunnty
PuTTY, T0O Npu NONbITKE NCNOJ/Ib30BaTb MOJIyHYEHHbIN NPUBATHLINA KAOY Noay4Ynm owmnbky "Unable
to use key file (OpenSSH SSH2 private key)".

Ons peweHns 3Ton npobsiembl HE0OBX0AMMO BOCMOIb30BATLCSA YyTUANTON puttygen. 3anyckaem
YTUANTY N UMNOPTUPYEM Hall MpuBaTHbIN KNto4: Conversions -> Import Key. NMocne 3Toro
coxpaHsaeM nosyyeHbin ppk-thann, Ha)kaB Ha KHOMKY "save private key".

3anyckaem PUTTY 1 B HaCTpoOMKax cecCum ykasbiBaeM ciegyouwme HacTPONKN N encTeuns:
e Connection -> data -> autologin username =User
e Connection -> data ->ssh -auth = <path_to_ppk-file>

¢ CoxpaHseM ceccuto

3anyckaem PUuTTY BbibMpaeM COXpaHEHHYIO CECCUID, Ha)KMMaeM KHoMKy "Open" n nonagaem B
cucTemy.
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UcTo4yHMK (nonyyeHo 2026-01-22 14:49):
http://muff.kiev.ua/content/ssh-avtorizatsiya-po-klyucham

Ccbnku:
[1] http://ru.wikipedia.org/wiki/DSA
[2] http://ru.wikipedia.org/wiki/RSA
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