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NHor oa Hy>KHO "npocnyliaTb", Kakue nopTbl OTKPbITbI HA TOM UM MHOM pecypce. N306bpeTaTb
Besocunes He Hy>XHO, eCTb rOTOBOE peLlleHue - nmap. Ona Havana HeMHoro obuien nHopmauum B
03HAKOMUTEJIbHbIX Lensax...

Nmap (“Network Mapper”) 3To yTuanTa € OTKPbITbIM MCXOAHbIM KOAOM OJ19 NCC/IeA0BaHUA CETU n
npoeepkun 6esonacHocTn. OHa bbinia pa3paboTaHa Ans 6LICTPOro CKaHMPOBAHMS BONbLUNX CETENR,
XOTS NPEKpPaCHO CNPaBAAETCa U C eAMHNYHBIMK Lensamu. Nmap ucnonb3yeT IP-nakeThl
opuUrnHanbHbIMK cnocobamm, 4Tobbl ONpPenennTb Kakne XoCTbl AOCTYMHbI B CETU, Kakne Ciy>X6bl
(Ha3BaHMe NPUNOXXEHNSA U BEPCUIO) OHU NpeaiaratoT, Kakme onepaumnoHHblie cuctemsl (1 Bepcum OC)
OHW NCMNOJb3YIOT, Kakne TUMbl NaKeTHbIX PUAbLTPOB/6paHaAMay3POB NCMOJb3YIOTCA U elle AH0XXNHbI
OPYrnx xapakTepucTuk. B ToT BpeMsa kak Nmap o06bl4HO NCNO0b3yeTCa OJ1 MPOBEpPKU
6e30nacHoOCTU, MHOrMe CeTeBblE U CUCTEMHbIE aAMUHUCTPATOPLlI HAXOAAT ee Nose3Hon ans
06bIYHbIX 33034, TAKUX KaK KOHTPOIMPOBaHNE CTPYKTYPbI CETU, yNpaBJieHNe pacnncaHnsamMm
3anycka cnyx6 n y4eT BpeMeHun paboTbl XOCTa nnm cnyxbsol.

BbixogHble gaHHble Nmap 3TO CNMCOK NPOCKAaHUPOBAHHbLIX Lienen ¢ AONOSIHUTENbHON NHOPMaLVEN
Mo Ka)KaoW B 3aBUCMMOCTM OT 3adaHHbIX onuunin. KntoyeBon nHgopmaumen aensetcs “tabnnua
Ba>XHbIX MOPTOB”. OTa Tabanua coaep>XMT HoMep nopTa, MPOTOKOJ, UMSA CNy>Xbbl 1 COCTosAHME.
CocTosiHMe MOXXeT MMeTb 3Ha4YeHume open (oTKpbIT), filtered (dbunbTpyeTca), closed (3akpbIT) nan
unfiltered (He dpunbTpyeTCa). OTKPbLIT O3Ha4YaeT, YTO NPUSIOXKEHNE Ha LiesIeBON MallMHe FOTOBO A4
YCTaHOBKMW COeANHEHUA/NPUHATUSA NAaKeTOB Ha 3TOT NMopT. PUAbTpyeTCa O3HaYaeT, 4To
6paHamayap, ceTeBon PUNLT UM Kakasa-To Apyrasa nomexa B ceTn 6aoknpyeT nopT, U Nmap He
MOXXET YCTaHOBUTb OTKPLIT 3TOT NOPT UM 3aKPbIT. 3aKPbITble MOPTbl HE CBA3a@Hbl HU C KaKUM
NPUNoXXeHne, Tak 4TO OHUN MOTYT BbITb OTKPLITLI B /11060 MOMEHT. MOpThl pacLEeHNBAIOTCA KakK He
hunbTpoBaHHbIE, KOF4a OHW OTBEYaloT Ha 3anpocbl Nmap, Ho Nmap He MoXKeT onpenennTb
OTKPbITbl OHU UK 3aKpbiTbl. Nmap BblaaeT KOMOUHAUNN OTKPLIT|PUAbTPYETCS U
3aKpbIT|pnabTpyeTCs, KOrga He MOXET onpefesinTb, KaKoe N3 3TUX ABYX COCTOSSHUN onucbiBaeT
nopT. 3Ta Tabnumua TakXe MOXXeT NMpefoCTaBAATb AeTajn 0 Bepcun nporpaMmMHoro obecneyeHuns,
ecnm 3To 6b110 3anpolleHo. Korga ocylecTBasieTcst ckaHmpoBaHue rno IP npoTtokony (-sO), Nmap
npenocTaBnseT MHpopMaLmio 0 Noaaepxmneaemsix I[P npoTokonax, a He 06 OTKPbLITLIX MOpPTax.

B nononHeHune Kk Tabnmue BakHbIX MOpTOB NMmap MoXXeT NpefoCcTaBAATb AaJibHENLW Yo
NHGopMaumio o uenax: npeobpasoBaHHblie DNS nmeHa, npeanosio)keHne 0 NCnosib3yemMoim
ornepaunoHHoOM cucteme, TuUnbl ycTponcts n MAC agpeca.

3anHTepecoBano? Torga npUCTynum K yCTaHOBKeE.

Nmap ectb B noptax. OTTyaa n bygem ycTtaHaB/InBaTh.
|# cd /usr/ports/security/nmap && make install clean

O BO3MOXXHOCTSIX NMap MOXXHO y3HaTb 03HAKOMUBLLNCL C PYKOBOJCTBOM MNofb3oBaTens [1].
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PaccMOTPUM HECKOJIbKO NMPUMEPOB MCMOJb30BaHNS nmap.

TCP-CkaHupoBaHue.

MeTonom TCP connect () nmap 6yaeTt ckaHMpoBaTb AMana3oH nopTos (1-65535) komnbioTepa C
IP-agpecom 172.16.0.1. Onums -sV CAy>XUT A1 N0JyYEHUS BEPCUN 3aMyLLLEHHbIX CEPBUCOB.

# nmap -sV 172.16.0.15 -p 1-65535

Starting Nmap 5.00 ( http://nmap.org [2] ) at 2009-11-30 03:28 EET
Interesting ports on 172.16.0.15:

Not shown: 65531 closed ports

PORT STATE SERVICE VERSION

22/tcp open ssh  OpenSSH 5.1pl (FreeBSD 20080901; protocol 2.0)
53/tcp open domain ISC BIND 4.X

80/tcp open http Apache httpd 2.2.13 ((FreeBSD) mod_ssl/2.2.13 OpenSSL/0.9.8e DAV/2
PHP/5.2.11 with Suhosin-Patch mod_perl/2.0.4 Perl/v5.8.9)

3306/tcp open mysql MySQL (unauthorized)

MAC Address: 00:14:5E:22:11:2A (IBM)

Service Info: OS: FreeBSD

Service detection performed. Please report any incorrect results at http://nmap.org/submit/ [3] .
Nmap done: 1 IP address (1 host up) scanned in 20983.73 seconds

CtouTt 06paTnTb BHMMaHME Ha To, 4To B Nosie SERVICE Bcerga otobparkaeTcs 3HayeHne n3 danna
/etc/services, cCOOTBETCTBYOLLEE HOMEPY NOpTa. DTO OTHIOAb HE O3Ha4YaeT, 4TO No JaHHOMY MNopPTy
OyneT 3anyLleH TOT CEPBUC, KOTOPbLIN YKa3aH B none SERVICE. MoxxHo 3anycTtutb Web-cepsep no
22 nopTy, a cepBep SSH - no 80, HO nmap Bce byaeT NucaTb, 4TO 22 NOpPT - 3To ssh, a 80 - 3To HTTP.
Tenepb NpockaHnpyem bpaHaoMayap/mMapLipyTrusaTop Ha 6a3e Linux. BHa4ane npockaHunpyem
MapLUpyTM3aTOp C BHYTPEHHEro y3aa ceTu, a nocye - C yaajaeHHoro y3Jsa, KOTOpbli HaX0ANTCA BHE
Hawewn cetn (HanpuMep, B IHTepHeTe nau Apyron JIOKajbHOW CeTun):

# nmap 172.16.0.254 -p 1-65535

Starting Nmap 4.00 ( http://www.insecure.org/nmap/ [4] )

Interesting ports on 172.16.0.254:

(The 65529 ports scanned but not shown below are in state: closed)
PORT STATE SERVICE

22/tcp open ssh

8080/tcp open http-proxy

10000/tcp open snet-sensor-mgmt

Nmap finished: 1 IP address (1 host up) scanned in 42.636 seconds

# nmap -p 1-65535 example.com
Starting Nmap 4.00 ( http://www.insecure.org/nmap/ [4])

Interesting ports on example.com (172.20.1.100):

(The 65529 ports scanned but not shown below are in state: closed)
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PORT STATE SERVICE
22/tcp filtered ssh
8080/tcp filtered http-proxy

Nmap finished: 1 IP address (1 host up) scanned in 47.537 seconds

B ogHOM cniydae nopT ssh oTKpbIT (open), apyrom - otdunabTpoBaH (filtered). 3Ha4veHue Filtered
3HAYUT, 4TO MOPT OTKJIOHAET (reject) nan otbpackiBaeT (drop) TpahuK. 3TO HE TOBOPUT O TOM,
3anyuweH M Ha 3TOM NopTy CepBUC UM HET.

UDP-ckaHupoBaHue.

UDP-nopTbl Hago ob6sA3aTenbHO CKaHMpOoBaTb. Mpu noncke yassumocten UDP-cepBucbl 06bI4HO
yrnycKatT 13 suay. Mon, TaM HUYero HeT MHTepecHoro. Tak genaTb Hesnb3A. MHorne UDP-cepBuchl
(echo, chargen, DNS - paboTaeT kak no TCP, Tak n no UDP, a Takxe RPC (Remote Procedure Call))
paboTatoT no npoTokosay UDP. HekoTopble N3 HUX N3BECTHbI CBOMM OrPOMHbIM CMUCKOM 3KCMJIOUTOB,
Mo3BOJIAIOLWMM NOJYyYNTb npasa root'a. UDP-ckaHMpoBaHWe genaeTcs € noMoubio onumnm -sU
CKaHepa nmap:

# nmap -sU 172.16.0.1 -p 1-65535

Starting Nmap 4.00 ( http://www.insecure.org/nmap/ [4] )

All 65535 ports on 172.16.0.1 are: closed

Nmap run completed - 1 IP address (1 host up) scanned in 85599:56 seconds

BpeMs ckaHMpoBaHMA 04eHb HoJbLLIOE NPUMEPHO 1 cekyHAa Ha nopT. OT4yero Tak gonro? Cucrema
orpaHuyuna otnpasky ICMP-oTBeTOoB: He 6onee 1 B cekyHay. Mpu UDP-CKaHMPOBaHUM HY>XXHO
ncnosib3oBaTh onuuio -T. OHa NO3BOJIAET YKa3aTb arpecCMBHOCTb CKaHMpoBaHUsA. ECTb 6 ckopocTen
CKaHupoBaHus: Paranoid, Sneaky, Polite, Normal, Aggressive n Insane ( -T Polite). lNepBas cKopoCTb
camMas MmepJieHHas, nocnenHsas - camas buicTpas.

PING-ckaHupoBaHue.

Mocnenyowmnin pexxum nmap - 3T7o Ping-ckaHnpoBaHune, KoTopoe 06bIKHOBEHHO UCMONb3yeTCs AJs
TOro, 4To6bl ONpenennuTb, «XKUB» N y3en U HeT. Ecnu y3en BKAYEH U NOOKJII0YEH K CETU (He
220!), 3HAYUT, OH «XKUB».

MHorune y3nbl urHopupytoT ICMP-3anpocskl echo, noaTtomy nmap otnpasnseT ACK-nakeTbl Ha nopT 80
(mo ymonyaHuio). Ecnn B oTBeT noslydeH RST-nakeT, To XepTBa "xuea". C nomoubto tcpdump
MOXXHO YBMAETb, KAK Nmap KOMOUHUPYeET MeToAbl - MepBbIM nAeT 00bl4HbIN "NMUHI", @ Nocne 3Toro
OH oTnpasssfeT nakeTbl Ha nopT 80 (http).

DaHHbIN MeTog He coBepueHeH. ICMP-3anpockl echo nrHopmpyroTCca MHOrMMm ysnamu. Ewe n 80-in
MopT HEPeOKO 3aKpbiBalOT BpaHaMay3poM, NOCKONbKY nocbinaetca ACK-nakeT 6e3
npenBapuTesibHON YCTaHOBKM coeanHeHns. YTobbl "obonTn" stateful-b6paHgmayasp, Hy>XHO
ncnonb3oBaThb N9 NUHra SYN-nakeTbl:

|# nmap -sP -PS 172.16.0.1

Tak>Xe MOXXHO N3MEeHNTb NMopT (ykKa3aTb Apyron nopt, He 80):
|# nmap -sP -PS22 172.16.0.1

3Ta KOMaHfa yKa3blBaeT nmap Ucnoab3oBaTb NOpPT 22/tcp(ssh) BMecTo 80. Ecainm He 3HaeTe, Kakne
MOpPTbl OTKPbLIThI, @ KaKUe - HET, TO HY>XKHO UCMNO0J1Ib30BaTb CTaHAAapPTHbIe NopThl 21, 22, 25 n 53.
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Ping-ckaHMpoBaHMe XOPOLIO NOAXOANT, KOrga €CTb CMNCOK MALUUH CETU U HY>XKHO Y3HaTb, B KakKoe
BPEMS K CETU MOAKJ/IYATCA HEKOTOPbIE MALLUWHbI, @ KOrda - OTK/A4YaloTCcs oT Hee. Ero Mo>kHo
NCnosib30BaTh 414 0bHapy)XeHNs HOBbIX MalWMH B ceTuU. 14 ping-CKaHMpoOBaHWA Anana3oHa
IP-agpecoB 0653aTeNbHO NCNOJIb3YNTE NpU yKa3aHuu IP-agpeca 3Be3404Ky (*). Korga Hy>XHO
MpocKaHupoBaTb Anana3oH 172.16.0.0-172.16.0.255, Hano ncnosib30BaThb CAeAYIOLLYI0 KOMaHAY:
# nmap -sP 172.16.0.*

Starting Nmap 4.00 ( http://www.insecure.org/nmap/ [4] )

Host 172.16.0.1 appears to be up.
Host 172.16.0.3 appears to be up.
Host 172.16.0.255 seems to be a subnet broadcast address (returned 1 extra pings).

Nmap finished: 256 IP addresses (2 hosts up) scanned in 2.767 seconds

0630p OCHOBHbIX BO3MO>XXHOCTEN Ha 3TOM 3aKOoHYY. [lyMmalo nHTepecHo ByaeT, TakXe, 03HAaKOMUTbLCS
CO ClefyrLWnMn MmaTepmnaaamm:

CucteMa onpeneneHus Bepcun cnyxb B ceteBoMm ckaHepe Nmap [5]

O6xon bpaHamayapos/IDS [6]

NcTouHuk (nonydyeHo 2026-01-07 02:11): http://muff.kiev.ua/content/nmap-skaner-portov

Ccbinku:
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[5] http://www.cherepovets-city.ru/insecure/runmap/runmap-versionscan.htm
[6] http://nmap.org/man/ru/man-bypass-firewalls-ids.html
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